PulseSecure with MyITCode and Google Authenticator

Note: Smart phone is required.
If you don't have one, please follow the instructions posted on the JH IT site for connecting to the VPN.
http://www.it.johnshopkins.edu/restricted/network/VPN/
https://cds.johnshopkins.edu/vpn/

1. If you don’t have PulseSecure installed or it is outdated:

   Go to the JHU portal - my.jh.edu, then "VPN".

   ![VPN installation](image)

   If you don’t see the “Install VPN” link, you may need to request it.

2. myIT Login Code and Google Authenticator

For information on how to install the Authenticators we currently have available for our current setup and how to sign up for the myIT Login Code, please visit the pages below:
http://www.it.johnshopkins.edu/services/directoryservices/jhea/MFA/MFA_Instructions/index.html
http://www.it.johnshopkins.edu/services/directoryservices/jhea/MFA/MFA_Instructions/Apple_Authentication_Instructions.html

To install Google Authenticator look for it in your App or Google store.

Once installed, click the 'OPEN' button to begin setup.
To sign up for JH myIT Login Code go to: [https://myit.jh.edu](https://myit.jh.edu). And follow the instructions

3. Launch Pulse Secure and sign in using your JHEDID and password. When prompted enter the code generated by the Google Authenticator.